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Abstract—Opportunistic networks are mainly characterized User-Generated Content in which users are not only passive
by nodes intermittently connected among them. Available apli-  content consumers, but also active content producers (Moei T

cations designed for mobile ad hoc networks are not suitable gnq Flickr are examples of this kind of services on Intetnet)
for such an environment since we cannot assume to have a

stable path between pairs of nodes. Network protocols and Mobile devices further encourage this para(_jigm, sincesuser
applications themselves must be enhanced to exploit all psisle are able to generate and share content anytime and anywhere.

communication opportunities to deliver messages on the nebrk.  Thus, using FS as an example, we can show how using context
In this demo we present an enhanced file sharing application jnformation enhances the application’s features guaeamge
based on the exchange of context information between nodes.,n efficient service for opportunistic networks. Specifical
In this case the context is defined as a combination of the . . . .
user personal information, interests, and social relatioships YS9 the |nt_erests of the Ipcal user and its nelgh_bo_rs and
in order to implement cooperative downloading mechanisms. the related list of shared files can allow the prediction of
Besides reducing the impact of intermittent connectivity ad high  possible users’ requests in the next future, optimizingvoet
mobility on multi-hop communications, exploiting context also  communications. In this demo we present a prototype of
Z:!)%\llrvosacuhs to avoid flooding, thus resulting in a very efficient 5 context-aware opportunistic FS application showing the
' advantages of using context to reduce messages dissemninati

and guarantee the service reliability in case of intermitte
connectivity and high mobility of nodes.

Opportunistic networks represent one of the current evo-
lutions of ad hoc networks. No assumption is made on the || CoNTEXT-AWARE OPPORTUNISTICFILE SHARING
connectivity of couples of nodes wishing to communicate. In
this scenario intermittent connectivity is very likely tecur Users essentially need to communicate and exchange data
and nodes must exploit all the available opportunities tb geith other users with the same interests. For this reason, FS
in touch and exchange information. Since it is not possible applications represent one of the most used services both in
inherit the main principles of MANET protocols, new soluwired and wireless networks. In the last few years a lot of
tions have to be designed at all layers of the stack to develgipdies on p2p systems on MANETs and related services
efficient and disconnection-tolerant services for opptistic have been conducted, providing optimized solutions forifeob
environments. To this aim, the use of context information, iusers [4]. These solutions are essentially based on the use
terms of users’ habits and their social relationships, @¢oudf routing protocols that allow the message delivery only in
be a great improvement both to discover all the availabt@se a stable path between the source and the destinatien nod
communication opportunities and select the best ones tdhre&xists at the moment of the initial sending. Obviously, reode
a specific destination, and to optimize applications’ fezgu mobility affects the system performance in terms of packet
Within the Haggle Project a context-based forwarding proto loss and delays due to network topology reconfigurations and
(HiBOp [1]) has been designed and evaluated through sinthe establishment of new routes. Thus, these solutionsaire n
lations considering also the impact of users’ mobility am itsuitable for opportunistic networks.
performance [2]. Simulations results show that using odnte However, in an opportunistic scenario nodes mobility can be
information highly reduces resource consumption (e.g. memxploited to enable communications between nodes cuyrentl
ory, bandwidth, and consequently energy), slightly insieg not in range. Very simple approaches adopt scoped flooding
message delays compared with dissemination based sautitsthniques (e.g. Epidemic routing), but they easy exhaist n
like Epidemic Routing [3]. Starting from these results wevork and devices’ resources. Thus, more resource efficeent s
decided to exploit additional context information to entan lutions are required. To this aim, considering users’ b&hav
the main features of a real attractive application for mobimodels is necessary for the system design. Specificallys use
users: File Sharing (FS). interactions and their mobility models can be exploited as

FS belongs to the set of content sharing applications trantext information to improve the application’s efficignc
are extremely appreciated both in wired and wireless nédsvoroptimizing local resource consumption and reducing tharo
Nowadays this paradigm is evolved into a new model calldiye dissemination of requests between nodes.

I. INTRODUCTION



Interests | Jpeg, avi
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A. Context-awareness in opportunistic networks

Our definition and exploitation of context information is
based on social network models [5] and small-world theo-

File list | F1.jpg,
F2.avi,
F3.avi

Interests | Jpeg, avi
File list F4.avi,

ITe

ries [6]. In typical social network models users are grouped i, [frens {Medpes ko
in communities, and nodes of the same community have Fzmes, ®
strong social links between each other. Some nodes also T N G)
have social links outside their "home” community, modejlin e [ruerst | rams
social relationships with users of different groups. Smadfld v [ aees
theories have shown that these "external” links act as shtst o et E?“pg”

.ipg

and enable communications across the network with a small
number of hops (6 hops in the "classical” small-world moylels Fio, 1
This model of users behaviour can be exploited to spreadg' oo ) ) i i
context information in the users community in order to og€lationships outside their main community and occaslynal
timize opportunistic network protocols and applicatioRer ~Visit” other communities. Exploiting this users behaviali
example, data can be replicated only on nodes whose cont®@del, we present a simple example to better understand the
tells that they are in touch with users interested in thagtyp Service features. Looking at Figure 1 we can note that in
data. We have exploited these ideas to design HiBOp conte€ two communities there are users sharing some common
aware forwarding protocol for opportunistic networks [1]. interests: on the one hand, users A and C are interested in
Following the main principles of HiBOp, context informa-collecting mp3 and jpeg files, while B is interested in mp3 and
tion can be divided into two main categories: therrent avi files; on the other hand both users D and E are interested in
context of the local user, and theontext evolution over time. MP3 and avi. Assuming that all nodes in each community are
The current context contains information about the useifjts able to comunicate to each other, after the neighbor disgove
and it can be customized depending on the application. E¥##se each of them knows the interests and the file list of
user is identified by a set of personal information (e.g. naniB® others, updating thus their current context. In addjtio
address, city, job, hobbies) that can be enriched with matgit SUPPOSINg that user C originally belongs to both commusitie
information like preferred file categories, genres, andcgp 't 1S h'gr_“y probable that he/she moves t(_)wards the other
but also the file list he/she wants to share in this particcaae. COmmunity and can thus share additional files. When he/she
Each node maintains this information in a local data stmectu'€@ches the other community, it broadcasts its IT and dsllec

called Identity Table (IT). By exchanging ITs during thdnformation from th_e new neigh_bo_rs. At this _point he/she is
neighbor discovery procedure, each node knows the interedble to se_zlect th_e files he/_she is interested in and_ download
of all its neighbors and the related file lists, and it can 4uairt them on its device (see Figure 2). However, looking at the
to its current context. However, since ITs can contain a huggeviously stored context information, the applicationriing
quantity of data, it is not efficient to periodically broagta "N node C is also able to |dent|fy additional files in which
them on the network. Thus, each node periodically announdB§ users of the other community are probably interested.
its presence in the network broadcasting a unique identifiEp€ Selection of these additional files mainly depends on
that can be represented by the hash of its IT. Then, wherf0 factors: local resource availability (e.g. memory and
receives an unknown identifier from one or more neighborattery capacity) and thetility of those data both for the
it broadcasts its IT. local user and the social contexts he/she is in touch with.
The current context gives thus only an istantaneous pictut8rough a probabilistic evaluation of these parameters, th
of the network and the social interactions of the local usétPPlication is able to define a cooperative downloadingsehe
However, since these conditions can change over time, it'ri‘s,W_h'Ch smgle_ nodes, in addition to downloading (_jata they
necessary to maintain also information about past expeggenare interested in, can also prefetch data probably iniagest
and encounters of the user as the evolution over time of tif other members of different communities. In this way, the
general context. For example, in HiBOp framework conte@pPPplication tries to predict future requests from the otrsars.
information seen in the past is stored in a specific datatstreic ' the _subject of thg request is gvallable on the local node it
together with associated indexes like the frequency oftisgpt €an directly serve it, otherwise it has to forward the retues

Context-aware opportunistic FS: discovery of theent context.

data and its redundancy. to the best destination it currently knows. Specificallycase
_ _ o the prediction fails, the receiving node is able to detect if
B. Context-aware File Sharing application some of the known nodes is currently sharing the requested

Starting from this definition of context, we can thus analydde, directly looking at the file lists stored in its contexate
how this information is exploited by the opportunistic FStructures, and the probability of successfully downloael t
application to improve its basic features. Let us consider t file from them.
social communities of users as shown in Figures 1 and 2.As shown in Figure 2, when user C reaches the new
Generally, users belonging to the same community share socoenmunity, it becomes aware of the files shared by the new
common interests, and a single user can belong also to moegghbors. Since he/she is directly interested in mp3 aed jp
than one community. In addition, users can also have sodités, he/she decides to download first of all F1.jpg from D



Interests | Mp3, jpeg

7, [Freist [rei, strictly related to thecontext stability as a function of the

F7.mp3,

® tied time the local node would spend in the current context and
Faan. the mobility model of its neighbors. Furthermore, we must
= consider the advantage the users of the examined context
erests [ W5 pes | can take from the cooperative downloading of the file by
e st E;j"mggii ® the local user. In addition to this utility function, we must
— e ® consider the local resources availability that can be extatl
Fietist | Fams, for each possible download in the current context. A dedaile
i [ereste Topeg.av probabilistic analysis of thisontext-aware utility is currently
e a work in progress. In this demo we show some simple
eresss Tovoman examples of the application in which a simplified elaboratio
e e of the utility function is considered, in order to highligtite
main advantages of using context information to enhance bas

Fig. 2. Context-aware Opportunistic FS: cooperative doading in a new features of a file sharing service in opportunistic networks
context.

and F5.jpg from E. Then, he/she decides to dedicate pars of it I1l. DEMO HIGHLIGHTS

remaining memory to download avi files that can bg intgrgstin During this demo attendees will be able to run the FS appli-
for the users belonging to the other community (in this cag&tjon on laptops, downloading files from neighbors beloggi
F2.avi and F4.av.|). In this way, when C comes back to h|3/hﬁ; the same community and moving from a community to
original community is able to serve requests for those $ipecCignother. This demo will show how such kind of application
files, avoiding the requests dissemination over the net&otk s enjoyable and attractive for users even in an opportenist
reducing the delay to satisfy them. . environment. From the technical point of view, the demo will
_As previously explained, the possible choices between tBgow the reliability of the application in case of interritt
files a user can decide to download on its local device ma'rl%nnectivity storing requests that cannot be istantasigou
depends on the resource availability and the data utiliyagisfied due to the disconnection of the destination node or
Intuitively, the main idea is to select those files that maxen he movement of the local user from a community to another,
the utility in terms of utility for the local user (e.g. datay)yays exploiting context information. In addition, it wihow

belonging to the same category he/she is interested in) gfd reduction of requests dissemination on the networkkhan
utility for the users belonging to the different context® thiy the elaboration of context.

user is in touch with. We can thus define the following utility

IT,

ITg
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function: IV. DEMO REQUIREMENTS
U=u+ ZwiUEC) 1) We will provide all the hardware necessary for the demo.
i Specifically, we will provide a set of laptops for attendees

to enjoy the demo, and to illustrate the advantages of this
application. The demo will setup a standard 802.11 ad hoc
ﬁtwork characterized by two groups of nodes not directly

whereu(® is the utility for the local usery® is the utility
for the i-th context the user is in contact with, ang is a

cooperation index (a real number between 0 and 1), whif

defines the willingness of the user to cooperate with tH:é)nnected. We will establish possible 1-hop communication

i-th context (i.e., to spend own resources to increase dii using iptables firewall, and we will gonfigure the ad.hoc
availability for that context). Note that, by using cooftera network through proper channel selection, use of dedicated

indexes greater than 0, we can avoid the selfish users belnavES,SlD and elncryption keys. This Wi"_ allow our demo not
in which they tend to maximize their own utility. In addition (©© interfere with any other demo running on 802.11. We do

the local user is aware of the available files in its currefPt foresee to need any particular support by the orgaizati

context and can directly request to its neighbors thosenhe/@P2rt from a stand where to place a poster and power sockets

is currently interested in, avoiding unnecessary preventitO plug the laptops in.
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